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About Release Notes
Apttus Release Notes contain the following information about Supplier Relationship Management Summer 
2019 Release on Salesforce.

• Packages: Lists packages that are required to upgrade to this release of the product
• System Requirements and Supported Platforms: Lists requirements and recommendations for 

installing this release
• New Features: Provides high-level descriptions of new features introduced in this release, with links 

to more detailed information
• Enhancements: Provides high-level descriptions of enhancements to existing features
• Resolved Issues: Lists customer-reported issues that are resolved in this release or known issues 

resolved from previous releases
• Known Issues: Lists known issues that are applicable in this release

This documentation may contain descriptions of software features that are optional and for which 
you may not have purchased a license. As a result, your specific software solution and/or 
implementation may differ from those described in this document. Please contact your CSM or AE 
for information on your specific features and licensing.


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Packages 
The following packages and dependent packages are required to upgrade to this release to utilize all the 
new features of this release. These are the minimum required versions; later versions are also supported. 
Separate prerequisites for each feature can be found in the respective guides. The packages marked as
 (New) are new packages in this release.

Product Latest Certified Version

Version Name | Version Number

Apttus Supplier Relationship Management (New) 9.1.0064 | 9.64

Apttus Scorecard Management (New) 4.0.0030 | 4.30

Apttus Contract Management 9.2.0417.8 | 9.417.8
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System Requirements and Supported Platforms
The following table lists the minimum requirements for installing Apttus Supplier Relationship Management.

System Requirement Minimum Supported Version

Operating System Standard Salesforce.com requirements. See Salesforce PDF.

Browser Apttus supports the following browsers:

• Google Chrome
• Microsoft Edge

Apttus recommends the latest stable version of the browser for the best performance.

Internet Explorer is not supported.

http://salesforce.com/
http://na9.salesforce.com/help/doc/en/salesforce_technical_requirements.pdf
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New Features
There are no new features in Apttus Supplier Relationship Management in this release.
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Enhancements
There are following enhancements in Apttus Supplier Relationship Management in this release.

• Private Access to Sourcing Events for Suppliers
• Read-only Stakeholder
• Lightning UI Enhancement

Private Access to Sourcing Events for Suppliers
Applying Private access to a Sourcing Event object will now provide read access to the invited suppliers 
as well. The suppliers invited to a Sourcing Event with private access can view the Sourcing Event.

Get Started

For more details, refer to Setting Sourcing Event Access topic in the Supplier Relationship Management 
on Salesforce Summer 2019 Administrator Guide.

Read-only Stakeholder
You can now assign a read-only profile to a stakeholder. For a stakeholder with Read-only profile, all the 
action buttons are disabled in the sourcing event and stakeholders can only rate a supplier. They cannot 
edit the details of the sourcing event. Any action button that progresses the sourcing event from one phase 
to another is disabled.

Lightning UI Enhancement
Supplier Relationship Management Lightning user interface is enhanced for better user experience. The 
buttons and labels are redesigned to reflect a consistent design.

https://documentation.apttus.com/display/SRMSFSUM19AG/Setting+Sourcing+Event+Access
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Resolved Issues
The following table lists the issues resolved in this release.

Case Number Apttus Internal ID Description

CAS-15579-F5X2X7 SRM-1205 A sourcing event could not be activated if the 
sourcing event name contained special characters— 
an apostrophe or a slash.

CAS-15537-T2P9Z5 SRM-1204 In Lightning mode, clicking Download under 
Sourcing Event > Responses returned no results 
and the screen turned blank.

CAS-15195-T0H7C6 SRM-1201 Upload document feature in Additional Information 
section was not editable.

N/A SRM-1180 Scorecard details page was not displaying the 
values of Reference Type and Reference Id columns 
for a supplier.

N/A SRM-1179 The Sourcing Event Access page failed to load 
properly when edit access was removed for a 
stakeholder.

N/A SRM-1176 Scorecard Type could not be cloned when using 
Supplier Relationship Management in Salesforce 
Lightning.

CAS-12597-N8Y4N3 SRM-1172 The scorecard details page did not display the Print 
icon when the scorecard contained multiple 
scorecard metrics.

CAS-12703-G0D8Z9 SRM-1165 When you created a sourcing event, you 
encountered an error. This happened when Private 
access was applied to the Sourcing Event object.

N/A SRM-1148 The Download button was not working on Sourcing 
Event Edit page.

CAS-13502-L7D2J4 SRM-1118 You could not run RFI and RFQ concurrently when 
you selected a Sourcing Event with both RFI and 
RFQ phase.
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Known Issues
The following table provides the cumulative list of known issues up to this release.

Apttus Internal ID Issue

SCM-1097 When a user deletes a Supplier(s) from a Master Scorecard and then 
saves the Scorecard, the Supplier(s) entry is not deleted after saving.

SCM-1046 For a sourcing event which has more than 10 RFQ question, the 
suppliers (Public suppliers) are unable to respond to more than 10 
questions as pagination is not available on the RFQ response creation 
page.

SCM-991 When a user tries to download files that are more than 25 MB 
(collectively) in size, Download All functionality does not work, and the 
user cannot download the files collectively. The user has to download 
them individually.

Workaround: User can select the files in such a way that the total of the 
selected files does not exceed 25 MB. Either user can download them 
individually, or select the files in such a way that total remains less than 25 
MB. 

SCM-629 The Advanced Approvals package is not integrated with the Source to 
Pay package.
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Apttus Copyright Disclaimer
Copyright © 2019 Apttus Corporation (“Apttus”) and/or its affiliates. All rights reserved.

No part of this document, or any information linked to or referenced herein, may be reproduced, 
distributed, or transmitted in any form or by any means, including photocopying, recording, or other 
electronic or mechanical methods, without the prior written consent of Apttus. All information contained 
herein is subject to change without notice and is not warranted to be error free.

This document may describe certain features and functionality of software that Apttus makes available for 
use under a license agreement containing restrictions on use and disclosure and are protected by 
intellectual property laws. Except as expressly permitted in your license agreement or allowed by law, you 
may not, in any form, or by any means, use, copy, reproduce, translate, broadcast, modify, license, transmit, 
distribute, exhibit, perform, publish, or display any part of the software. Reverse engineering, disassembly, 
decompilation of, or the creation of derivative work(s) from, the software is strictly prohibited. Additionally, 
this document may contain descriptions of software modules that are optional and for which you may not 
have purchased a license. As a result, your specific software solution and/or implementation may differ 
from those described in this document.

U.S. GOVERNMENT END USERS: Apttus software, including any operating system(s), integrated 
software, any programs installed on the hardware, and/or documentation, delivered to U.S. Government 
end users are “commercial computer software” pursuant to the applicable Federal Acquisition Regulation 
and agency-specific supplemental regulations. As such, use, duplication, disclosure, modification, and 
adaptation of the programs, including any operating system, integrated software, any programs installed on 
the hardware, and/or documentation, shall be subject to license terms and license restrictions applicable 
to the programs. No other rights are granted to the U.S. Government.

Neither the software nor the documentation were developed or intended for use in any inherently 
dangerous applications, including applications that may create a risk of personal injury. If you use this 
software or hardware in dangerous applications, then you shall be responsible to take all appropriate fail-
safe, backup, redundancy, and other measures to ensure its safe use. Apttus and its affiliates disclaim any 
liability for any damages caused by use of this software or hardware in dangerous applications.

Apttus and X-Author are registered trademarks of Apttus and/or its affiliates.

The documentation and/or software may provide links to Web sites and access to content, products, and 
services from third parties. Apttus is not responsible for the availability of, or any content provided by third 
parties. You bear all risks associated with the use of such content. If you choose to purchase any products 
or services from a third party, the relationship is directly between you and the third party. Apttus is not 
responsible for: (a) the quality of third-party products or services; or (b) fulfilling any of the terms of the 
agreement with the third party, including delivery of products or services and warranty obligations related 
to purchased products or services. Apttus is not responsible for any loss or damage of any sort that you 
may incur from dealing with any third party.

For additional resources and support, please visit https://community.apttus.com. 

DOC ID: SRMSFSUM19RN20190729

https://community.apttus.com
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